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Forestalling violence in the workplace

 

Those who attended Kenneth Wolf’s recent
presentation on violence in the workplace sat
through a chilling seven-minute-long videotape
that included recordings of 911 emergency calls
and the videoed, bloody aftermath of a shooting
spree at a Royal Oak, Mich., post office that left
four employees dead and four more wounded.
The gunman in the video then turned his
weapon on himself, committing suicide. 

Wolf also talked about two murders later
committed at a Dearborn, Mich., post office to
illustrate the point that threats of violence in the
workplace should be taken seriously. Both men
who committed the murders had threatened to
commit them days, weeks and months before
they actually carried out their plans.

“[Verbal] threats are very, very significant
because they represent what’s on someone’s mind,
even if they don’t immediately act it out,” said
Wolf, a consultant who has helped companies
develop policies to deal with workplace violence.

Even if the person doesn’t intend to carry out a
threatened violent act, there is still a negative
impact on the person threatened, said Wolf. People
find threats emotionally upsetting and frightening.
“So you really can’t minimize it when people make
threats in the workplace or exhibit any other
behavior that suggests the potential of violence,” 
he said.

Violence in the workplace refers to a range of
behaviors, said Wolf. The violence could be phys-
ical assault or behaviors that indicate the potential
of violence. 

Indicators of potentially greater violence
include intimidating gestures, threats, shoving,
pushing, indecent exposure, obscene communica-
tions, sexual assault, sabotage, aggravated assault
or domestic violence. “They may be people who
say things like ‘If I don’t get that promotion,
people are going to drop,’” said Wolf. They might
also make excessive references to previous acts of
violence, with such statements as, “Well, the
World Trade Center could happen here too.” They
might also be people with an excessive interest in
survival or militaristic activities. Other behaviors

that could indicate problems are
people who document how incompe-
tent others are, paranoids, people who
always seek to blame someone else,
those who are depressed, suicidal,
extremely angry or loners, he said.

Some of the reasons people don’t
readily report threats or violent
activity is an attitude of “Violence is
inherent in society. What can you
really do?” Other reasons include not
knowing where to report the behav-
iors, not knowing whether anything
will be done or whether what is done
will be effective. There is also some-
times the fear that the perpetrator will
hear that he or she has been named
and will direct anger, or worse, at the
person who has notified the proper
authorities. Failure to act on such
indicators, however, can lead to
denial by both managers and entire
organizations that such situations
could turn violent because they’re too
frightening to think about. 

The reasons for workplace violence
vary, he said. People could be willing
to hurt or kill employees for financial
gain or hate crimes may be a motive,
such as burning down schools or
attacking abortion clinics. Domestic
problems or misdirected affection
could also be a motivator.

Homicide is the leading cause of women’s death at
work, while overall figures for both men and women
place it third, behind car accidents and machinery-
related deaths.

“Hardly a week goes by when you don’t read
about a disgruntled or ex-employee coming back
to the work site and doing what he or she feels is
justice because of the way in which he or she is
treated,” said Wolf.

There aren’t good statistics on violent acts at
work because there has never been a recording
requirement to document nonfatal acts of violence

in the workplace, Wolf said. However, even with a
small sample size, some patterns emerge.

The weapon of choice for workplace homicides
is a gun, with 81 percent the crimes being
committed with firearms, he said. Those weapons
could be in the hands of someone with an average
age of 36, usually employed with the organization
for some time and whose self-esteem is dependent
on that person’s job. These people also tend to be
impulsive, doing such things as disobeying safety
rules. Their violent acts are also deliberate.

 

Kenneth Wolf, executive director of Multi Resource Centers and a
consultant in the area of workplace violence, briefed employees
on the types of behaviors, such as verbal threats of physical
violence, that could indicate an inclination toward workplace
violence.
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The Laboratory has some of the most powerful
computers in the world, yet its employees still need
to make phone calls to find a room for a meeting.
The Laboratory performs state-of-the-art
computing research, yet its employees must still
type and hand-carry paper forms to get the signa-
tures needed for a purchase request.

To lay the foundation for a more effective use of
automation, the Laboratory has been developing
an “information architecture” — a framework for
the overall planning and coordination of informa-
tion-related activities.

Earlier this year, the Laboratory Leadership
Council adopted a set of 20 information 
architecture principles, high-level statements 
of the Laboratory’s philosophy and objectives 
that were developed with extensive
Laboratorywide participation.

To build specific instructions for implementing
the principles, the Information Architecture Project
Office is now inviting the Laboratory community
to participate in the development of standards.

Information architecture standards are agree-
ments about which technologies and tools to use
and how they will be used. Standards create a
common ground that ensures users that the tools will
be supported, work with each other and allow users
to share information with each other.

Co-leaders of the Information Architecture Project,
Diane Weir and Karl-Heinz Winkler, both of the
Computing, Information and Communications (CIC)
Division, stress the need for common ground.

Weir compares the standards to language. “It’s
like using the same grammar,” she says, “not the
actual words, but the rules of how the words are
put together so that different people can under-
stand each other.”

Adds Winkler, “What we want is to actually
accomplish interoperability.” Interoperability is
the capability for various computer systems — for
example, personal computers, Macintoshes and
UNIX workstations — to connect to and under-
stand each other. “We need that,” Winkler says,
“for Laboratory employees to really communicate
with each other in a digital manner.”

There have been numerous developments in
digital communications in recent years. Clusters of
users at the Laboratory can now use electronic
mail to pass each other files containing formatted
documents, illustrations and spreadsheets. Because
there has never been a Laboratorywide standard
approach to these tools, however, the clusters are
frequently isolated. Members of one group cannot
always successfully connect to other groups.

“Standardization allows us to accomplish the
universal connectivity that we need to come together
as a unified Laboratory,” Winkler explains.

This does not mean that infor-
mation architecture standards
are rigid rules that everybody
must follow to keep their jobs.
“We’re not out to legislate,” Weir
says. “We’re out to make stan-
dards the obvious choice.

“Standards will let people
focus on what they’re delivering,”
she explains. “The decisions about
the technical issues already will
have been made so that people
who don’t want to worry about
technical issues won’t have to.
People who follow the standards can have a higher
degree of confidence that what they buy will work in
conjunction with other tools at the Laboratory.

The overall standards development process is
coordinated by an information architecture review
team. This team, which was formed in July,
currently includes representatives from eight
different divisions. The team has set a goal of
including representation from at least 75 percent
of divisions in the standards development effort.

New teams are now being formed to develop
standards for the desktop (word processors, spread-
sheets, etc.), data (data formats, data interchange,
etc.), infrastructure (networks, communications,
etc.), applications (online forms, user interfaces,
etc.), and data warehousing (strategies, processes
and priorities for data warehousing).

Each of these new teams will include both
customers, who understand user needs, and
providers, who have technical expertise. A highly
iterative process will generate guidelines first,
which can then be used, tested and refined before
they become standards.

If you are interested in joining one of
the teams, please contact Weir at 7-
9337, drw@lanl.gov by electronic mail, or
at Mail Stop B260, or Winkler, 5-5530,
khw@lanl.gov, Mail Stop B260.

For more information about the
Information Architecture Project, refer
to recent issues of “BITS: computing &
communications news” and the online
“Information Architecture Project”
under “Computing at LANL” on Gopher
and Mosaic.

For ongoing updates about the
Information Architecture Project, watch

the Bulletin Board section of the Newsbulletin.
—Tad Lane, Communications Arts 

and Services (CIC-1)
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